**Introduction**

Availability is a core tenet of information security (Cawthra, 2020). As such it is important for a network to achieve high uptime, and withstand denial of service (DoS) attacks. This post will briefly discuss DoS and two technologies one can employ to mitigate this threat.

**What is a DoS attack?**

A DoS attack is used by a hostile actor to consume the resources of a network, rendering it unavailable. A distributed denial of service (DDoS) is similar, however will use more than one host, known as a botnet, in order to achieve it’s aim (Grigutyte, 2023).

**Firewalls**

One technology used to mitigate the effects of these attacks is a firewall (Ahmed, 2022). Firewalls sit at the edge of the “trusted” network and filter traffic using a predefined set of rules. Next generation firewalls are able to use threat signatures to identify attacks like DoS (Google, 2024). However, the arrival of cloud technology is making it harder to define a network boundary and companies such as Google are opting for more modern defensive technologies to firewalls (Anderson, 2020). Commercially available networks can also be seen as expensive (Ambhore, 2020).

**Content Delivery Network**

Another technology to combat a DoS threat is a content delivery network (CDN). CDNs are a group of geographically distributed servers used by web applications to achieve high availability. This is done by caching the resource and will help reduce the strain on a single server (Cloudflare, ND). It’s important to note that CDNs aren’t completely secure. Problems have arisen with a lack of secure backend configuration and the potential for MitM (man in the middle) attacks (Shobhiri, 2023).

**Conclusion**

This post briefly discussed DoS and DDoS attacks. Two technologies to mitigate or avoid these attacks are firewalls and CDNs. Proper consideration must be taken in order to deploy these technologies effectively, ensuring their placement and configurations are correct.
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